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Wenn Sie eines der Angebote unserer Marke
dierotationsdrucker.de nutzen, verarbeitet die MHS

Print GmbH Ihre personenbezogenen Daten. Mit
diesen Datenschutzhinweisen informieren wir Sie,
wie und warum wir Ihre Daten verarbeiten und wie
wir gewährleisten, dass sie vertraulich bleiben und

geschützt sind.

Wir nehmen Datenschutz ernst: Wir verarbeiten personenbezogene Daten
grundsätzlich ausschließlich dann, wenn dies für die Bereitstellung eines
Dienstes oder Angebots erforderlich ist oder diese von den Nutzern
freiwillig bereitgestellt werden. Außerdem schützen wir personenbezogene
Daten mit Hilfe technischer und betrieblicher Sicherungen vor zufälliger
oder vorsätzlicher Manipulation, vor Verlust, Zerstörung oder dem Zugriff
unberechtigter Personen. Diese Vorkehrungen überprüfen und
modernisieren wir regelmäßig.

Datenschutzhinweise bei Bewerbungen



Falls Sie sich bei uns beworben haben, finden Sie hier die erforderlichen
Datenschutzhinweise.

Datenschutz im Überblick

Welche Daten erfassen wir?

Bestandsdaten (z.B. Namen, Adressen)
Kontaktdaten (z.B. E-Mail, Telefonnummern)
Inhaltsdaten (z.B. Eingaben in Onlineformularen)
Zahlungsdaten (z.B. Bankverbindungen, Rechnungen,
Zahlungshistorie)
Vertragsdaten (z.B. Vertragsgegenstand, Laufzeit)
Nutzungsdaten (z.B. besuchte Webseiten, Interesse an Inhalten,
Zugriffszeiten)
Meta-/Kommunikationsdaten (z.B. Geräte-Informationen, IP-Adressen,
ID)

Wie erheben wir die Daten?

Die Daten, die beim Aufrufen unserer digitalen Angebote anfallen, erheben
wir automatisiert. Ansonsten erheben wir Daten auf Grund Ihrer Eingaben
bzw. Mitteilungen oder durch den Einsatz von Cookies oder ähnlichen
Technologien.

Wofür nutzen wir die Daten?

Bereitstellung der Inhalte:

Cookies und ähnliche Technologien
technische Bereitstellung und Sicherheit

https://datenschutz.swmh.de/bewerber


Unbedingt erforderliche Technologie
Einbindung von externen Multimedia-Inhalten (Video, Audios,
Kartendienste, Twitter, Instagram, etc.)

Nutzungsanalyse und Produktoptimierung:

Weiterentwicklung der Nutzerfreundlichkeit

Personalisierte Inhalte und Marketing

Marketing für eigene Produkte
Konversionsmessung

Um Ihnen weitere Services zur Verfügung zu stellen

Bestellen von Produkten
Direktwerbung
Kontakt und Kommunikation
Login
Newsletter
Unternehmensauftritte in den Sozialen Medien
Videokonferenzen

Geben wir die Daten weiter?

Sofern Sie eingewilligt haben oder wir anderweitig gesetzlich dazu befugt
sind, geben wir Ihre personenbezogenen Daten für die oben genannten
Zwecke an Dienstleister (z.B. Hosting, Marketing, Vertriebspartner,
Zahlungsdienstleister) weiter. In solchen Fällen beachten wir die
gesetzlichen Vorgaben und schließen insbesondere entsprechende Verträge
bzw. Vereinbarungen, die dem Schutz Ihrer Daten dienen, mit den
Empfängern Ihrer Daten ab.

Wir übermitteln personenbezogene Daten an andere Unternehmen
innerhalb unserer Unternehmensgruppe oder gewähren ihnen den Zugriff
auf diese Daten zu administrativen Zwecken. Diese Weitergabe der Daten
beruht auf unseren berechtigten unternehmerischen und
betriebswirtschaftlichen Interessen oder erfolgt, falls sie zur Erfüllung
unserer vertragsbezogenen Verpflichtungen erforderlich ist oder wenn eine
Einwilligung der Betroffenen oder eine gesetzliche Erlaubnis vorliegt.



Übermitteln wir Daten in Drittländer?

Zur Nutzung unserer digitalen Angebote kann eine Übermittlung
bestimmter personenbezogener Daten in Drittländer, also Länder, in denen
die DSGVO nicht geltendes Recht ist, erforderlich sein. Wir lassen eine
Verarbeitung Ihrer Daten in einem Drittland jedoch nur zu, wenn die
besonderen Voraussetzungen der Art. 44 ff. DSGVO und damit die
Gewährleistung eines angemessenen Datenschutzniveaus in dem Land
erfüllt sind. Das bedeutet, für das Drittland muss entweder ein
Angemessenheitsbeschluss der Europäischen Kommission vorliegen oder
geeignete Garantien gem. Art. 46 DSGVO oder eine der Voraussetzungen des
Art. 49 DSGVO. Sofern im Folgenden nichts anderes angegeben ist,
verwenden wir als geeignete Garantien die jeweils gültigen
Standardvertragsklauseln für die Übermittlung personenbezogener
Daten an Auftragsverarbeiter in Drittländern.

Wie sichern wir die Daten?

Um Ihre Privatsphäre zu schützen und ein dem Risiko angemessenes
Schutzniveau zu gewährleisten, treffen wir nach Maßgabe der gesetzlichen
Vorgaben unter Berücksichtigung des Stands der Technik, der
Implementierungskosten und der Art, des Umfangs, der Umstände und der
Zwecke der Verarbeitung sowie der unterschiedlichen
Eintrittswahrscheinlichkeiten und des Ausmaßes der Bedrohung der Rechte
und Freiheiten natürlicher Personen technische und organisatorische
Maßnahmen, die regelmäßig überprüft und angepasst werden. Die
Maßnahmen sichern die Vertraulichkeit, Integrität, Verfügbarkeit und
Belastbarkeit Ihrer Daten. Hierzu gehört unter anderem die Verwendung
anerkannter Verschlüsselungsverfahren (SSL oder TLS) und
Pseudonymisierungen.

Wir weisen Sie jedoch darauf hin, dass es aufgrund der Struktur des
Internets möglich ist, dass die Regeln des Datenschutzes und die o. g.
Sicherungsmaßnahmen von anderen, nicht innerhalb unseres
Verantwortungsbereichs liegenden Personen oder Institutionen nicht
beachtet werden. Insbesondere können unverschlüsselt preisgegebene
Daten – z. B. wenn dies per E-Mail erfolgt – von Dritten mitgelesen werden.
Wir haben technisch hierauf keinen Einfluss.

https://eur-lex.europa.eu/legal-content/DE/TXT/HTML/?uri=CELEX:32021D0914&from=DE


Wann löschen wir die Daten?

Wir löschen oder anonymisieren Ihre personenbezogenen Daten, sobald sie
für die Zwecke, für die wir sie erhoben oder verwendet haben, nicht mehr
erforderlich sind.

Gegebenenfalls müssen wir Ihre Daten jedoch noch bis zum Ablauf der vom
Gesetzgeber oder Aufsichtsbehörden erlassenen Aufbewahrungspflichten
und -fristen, die sich aus dem Handelsgesetzbuch, der Abgabenordnung und
dem Geldwäschegesetz ergeben können (im Regelfall 6 bis 10 Jahre), weiter
speichern. Außerdem können wir Ihre Daten bis zum Ablauf der
gesetzlichen Verjährungsfristen (d.h. im Regelfall 3 Jahre; im Einzelfall aber
auch bis zu 30 Jahre) aufbewahren, soweit dies für die Geltendmachung,
Ausübung oder Verteidigung von Rechtsansprüchen erforderlich ist.
Danach werden die entsprechenden Daten gelöscht.

Welche Rechte haben Sie?

Auskunft
Löschung
Berichtigung
Widerspruch

Sie können sich mit Ihrem Anliegen an den Datenschutzbeauftragten
postalisch oder per E-Mail, swmh-datenschutz@atarax.de, wenden.

Diese Datenschutzhinweise werden von Zeit zu Zeit angepasst. Das Datum
der letzten Aktualisierung finden Sie am Anfang dieser Information.

Datenschutz-Einstellungen

mailto:swmh-datenschutz@atarax.de


Eine Übersicht aller von uns eingesetzten Tools und Cookies sowie eine
Widerrufsmöglichkeit erhalten Sie, wenn Sie am Fuß der besuchten Website
auf Datenschutz-Einstellungen klicken.

Wie wir Ihnen unsere Inhalte bereitstellen

Cookies und ähnliche Technologien

Werden zur Verarbeitung Cookies, Gerätekennungen oder andere
personenbezogene Daten auf Ihrem Endgerät gespeichert oder abgerufen,
erfolgt dies auf einer der Rechtsgrundlagen von Art. 6 DSGVO.

Um den von Ihnen ausdrücklich gewünschten Telemediendienst erbringen
zu können, berücksichtigen wir darüber hinaus die Regelungen des § 25
Telekommunikation-Digitale-Dienste-Datenschutz-Gesetz (TDDDG),
insbesondere die Erforderlichkeit nach § 25 Abs. 2 Nr. 2 TDDDG.

Eine Übersicht über die verwendeten Technologien finden Sie unter
Datenschutz-Einstellungen.

Cookie-Arten und Funktionen

Cookies sind Textdateien, die Daten besuchter Webseiten oder Domains
enthalten und von einem Browser auf Geräten der Nutzer gespeichert
werden. Ein Cookie dient in erster Linie dazu, die Informationen über einen
Benutzer während oder nach seinem Besuch innerhalb eines
Onlineangebotes zu speichern. Zu den gespeicherten Angaben können z.B.
die Spracheinstellungen auf einer Webseite, der Loginstatus, ein Warenkorb
oder Videointeraktionen gehören. Zu dem Begriff der Cookies zählen ferner



andere Technologien, die die gleichen Funktionen wie Cookies erfüllen (z.B.
wenn Angaben der Nutzer anhand pseudonymer Onlinekennzeichnungen
gespeichert werden, auch als „Nutzer-IDs“ bezeichnet).

Es gibt folgende Cookie-Typen und Funktionen:

Temporäre Cookies (auch: Session- oder Sitzungs-Cookies):
Temporäre Cookies werden spätestens gelöscht, nachdem ein Nutzer
ein Online-Angebot verlassen und seinen Browser geschlossen hat.
Permanente Cookies: Permanente Cookies bleiben auch nach dem
Schließen des Browsers gespeichert. So können beispielsweise der
Login-Status gespeichert oder bevorzugte Inhalte direkt angezeigt
werden, wenn der Nutzer eine Website erneut besucht. Ebenso können
die Interessen von Nutzern, die zur Reichweitenmessung oder zu
Marketingzwecken verwendet werden, in einem solchen Cookie
gespeichert werden.
First-Party-Cookies: First-Party-Cookies werden von uns selbst gesetzt
und genutzt, um Benutzerinformationen zu verarbeiten.
Third-Party-Cookies (auch: Drittanbieter-Cookies): Drittanbieter-
Cookies werden hauptsächlich von Werbetreibenden (sog. Dritten)
oder anderen Partnern verwendet, um Benutzerinformationen zu
verarbeiten.
Unbedingt erfoderliche (auch: essentielle oder notwendige) Cookies:
Diese Cookies gewährleisten Funktionen, ohne die diese digitalen
Angebote nicht wie gewünscht genutzt werden könnten. Sie können
für den Betrieb einer Webseite unbedingt erforderlich sein, um
beispielsweise Logins oder andere Nutzereingaben zu speichern, oder
aus Gründen der Sicherheit.
Analyse- und Statistik-Cookies: Diese Cookies ermöglichen uns, die
Nutzung unserer digitalen Angebote zu analysieren, insbesondere um
Reichweiten - also Klicks, Besuchs- und Besucherzahlen - messen zu
können. Ziel ist es, die Anzahl der Besuche und Besucher und deren
Surfverhalten (Dauer, Herkunft) statistisch zu bestimmen und somit
marktweit vergleichbare Werte zu erhalten. Die gesammelten
Informationen werden aggregiert ausgewertet, um daraus
Verbesserungen und Optimierungen unserer Produkte ableiten zu
können.
Marketing- und Personalisierungs-Cookies: Ferner werden Cookies
eingesetzt, um die Interessen eines Nutzers oder sein Verhalten (z.B.
Betrachten bestimmter Inhalte, Nutzen von Funktionen etc.) in einem
Nutzerprofil zu speichern. Solche Profile dienen dazu, den Nutzern z.B.



Inhalte anzuzeigen, die ihren potentiellen Interessen entsprechen.
Dieses Verfahren wird auch als „Tracking“, d.h., Nachverfolgung der
potentiellen Interessen der Nutzer bezeichnet. Soweit wir Cookies oder
„Tracking“-Technologien einsetzen, informieren wir darüber gesondert
in unserer Datenschutzerklärung oder im Rahmen der Einholung einer
Einwilligung.

Technische Bereitstellung und Sicherheit

Wenn unser Angebot genutzt wird, werden durch uns automatisch
unbedingt erforderliche Technologien eingesetzt und folgende
Informationen verarbeitet:

Informationen über das zugreifende Endgerät und die verwendete
Software
Datum und Uhrzeit des Zugriffs
Websites, von denen der Nutzer auf unsere Website gelangt oder die
der Nutzer über unsere Website aufruft
IP-Adresse

Die Erhebung dieser Logs und deren temporäre Speicherung und
Verarbeitung sind zur Sicherstellung der Systemsicherheit und Integrität
(insbesondere zur Abwehr und Verteidigung von Angriffs- bzw.
Schädigungsversuchen) erforderlich und erfolgen mit unserem
entsprechenden berechtigten Interesse (§ 25 Abs. 2 Nr. 2 TDDDG, Art. 6 Abs.
1 f DSGVO).

Die Speicherdauer für diese Log-Daten beträgt in der Regel sieben Tage, zur
zuverlässigen Erkennung von KI-Bots beträgt diese 30 Tage. Ab diesem
Zeitpunkt werden diese speziellen Server-Log-Daten aufgrund unseres
berechtigten Interesses an einer statistischen Auswertung zur Bewertung
der KI-Bots und deren Auswirkungen auf unsere Inhalte anonymisiert (Art.
6 Abs. 1 f DSGVO).

Rechtsgrundlage für die vorgenannten Datenverarbeitungen ist unser
berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.

Unbedingt erforderliche Technologie



Folgende Tools und Cookies sind unbedingt erforderliche Technologien, also
zwingend, um unsere Dienste – wie sie vom Nutzer gewünscht werden – zur
Verfügung zu stellen.

Rechtsgrundlage für die nachfolgend beschriebenen Datenverarbeitungen
ist unser berechtigtes Interesse gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO.

Google Tag Manager

Der Dienst Google Tag Manager ist ein Organisationstool und ermöglicht es
uns, Dienste zu steuern. Das Tool nutzt lediglich die IP-Adresse, um die
Verbindung zum Server herzustellen und technisch funktionieren zu
können. Ansonsten werden mit dem Tool selbst keine personenbezogenen
Daten verarbeitet. Der Tag Manager sorgt dafür, dass andere Dienste nur
dann ausgeführt werden, wenn die im Tag Manager festgelegten
Bedingungen (Tags) dafür erfüllt sind. So stellen wir sicher, dass
beispielsweise einwilligungspflichtige Tools erst nach Ihrer Einwilligung
geladen werden. Der Tag Manager greift nicht auf die durch die Tools
verarbeiteten Daten zu.

Einwilligungsmanagement

Um Ihre datenschutzrechtliche Einwilligung einholen und speichern zu
können, verwenden wir die Consent Management Plattform von
Sourcepoint (Sourcepoint Technologies, Inc., 228 Park Avenue South, #87903,
New York, NY 10003-1502, United States). Diese setzt unbedingt erforderliche
Cookies, um den Consent-Status abfragen und damit entsprechende Inhalte
ausspielen zu können.

Die Daten werden maximal 13 Monate gespeichert.

Cookie Zweck Laufzeit Art

consentUUID

UniqueUserID,
um den
Consent-Status
des Nutzers zu
speichern

12 Monate Cookie

_sp_su Kennzeichnung
der Nutzer für

12 Monate Cookie



Cookie Zweck Laufzeit Art

die Stichprobe
des Reportings
der
Consentraten

_sp_user_conse
nt

UniqueUserID,
um den in
unserer
Datenbank
gespeicherten
Consent-Status
des Nutzers bei
Bedarf
aufzurufen

unbegrenzt local storage

_sp_local_state

Feststellung, ob
ein Nutzer den
Consent-Banner
gesehen hat,
damit dieser
nur einmal
gezeigt wird

unbegrenzt local storage

_sp_non_keyed_
local_state

Informationen
über die
Metadaten und
die
UniqueUserID
des Nutzers

unbegrenzt local storage

Einbindung von Inhalten

Wir setzen Embeds, also Einbettungen von Inhalten ein, um Ihnen
interessante Inhalte anzubieten. Die jeweilige Einbettung erfolgt durch das
technische Verfahren des sogenannten Framings. Beim Framing wird durch
das bloße Einfügen eines bereitgestellten HTML-Links in den Code einer
Website ein Wiedergaberahmen (Englisch: frame) auf unseren Seiten
erzeugt und so ein Abspielen des auf den Servern der Drittplattform
gespeicherten Inhaltes ermöglicht.



Dieser fremde Inhalt wird Ihnen mit Ihrer Einwilligung angezeigt (Art.6
Abs.1 S.1 lit.a) DSGVO).

Einige solcher Inhalte stammen von sozialen Netzwerken oder anderen
Unternehmen auch aus den USA. Durch die Einbindung deren Inhalte
können Cookies und ähnliche Techniken von diesen eingesetzt werden und
Daten an diese ggf. auch in die USA übermittelt werden (z.B. Ihre IP-Adresse,
Browserinformation, Cookie-ID, Pixel-ID, aufgerufene Seite, Datum und Zeit
des Aufrufs). Einzelheiten zu den eingebundenen Inhalten der einzelnen
Netzwerke bzw. dieser Unternehmen, die auf deren Servern gespeichert
werden und für deren Bereitstellung Ihre IP-Adresse an diese Unternehmen
übermittelt wird, sowie zu den bei diesen Unternehmen stattfindenden
Datenverarbeitungen, die auch werbliche Zwecke umfassen können, finden
Sie in den folgenden Zeilen.

Meta Platforms (Meta Platforms Ireland Limited, 4 Grand Canal
Square, Grand Canal Harbour, Dublin 2, Irland); weitere Informationen
zum Datenschutz finden Sie hier.

Instagram (Meta Platforms Ireland Limited, 4 Grand Canal Square,
Grand Canal Harbour, Dublin 2, Irland); weitere Informationen zum
Datenschutz finden Sie hier.

X (Twitter International Unlimited Company, One Cumberland Place,
Fenian Street, Dublin 2, D02 AX07, Ireland); weitere Informationen
zum Datenschutz finden Sie hier.

YouTube (Google Ireland Limited, Gordon House, Barrow Street,
Dublin 4, Irland). Weitere Infomation zum Datenschutz finden Sie hier.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.

Registrierung

Sie können sich über unser Login-System ein digitales Konto anlegen, mit
dem Sie sich nach der ersten Registrierung auf dierotationsdrucker.de
anmelden können. Einige Angebote können Sie nur nutzen, wenn Sie sich
ein Konto einrichten, zum Beispiel Aufträge erstellen. Bei der Anmeldung
nutzen wir Cookies in Ihrem Browser, um Sie zu identifizieren.

https://de-de.facebook.com/privacy/policy/?entry_point=data_policy_redirect&entry=0
https://privacycenter.instagram.com/policy/?entry_point=ig_help_center_data_policy_redirect
https://twitter.com/de/privacy
https://policies.google.com/privacy?hl=de


Zur Registrierung geben Sie lediglich Ihre Firma, Vornamen, Nachnamen,
Straße/Hausnummer, PLZ, Ort, Land, Telefon und eine gültige E-Mail-
Adresse ein; außerdem müssen Sie bestätigen, unsere Datenschutzerklärung
gelesen, verstanden und akzeptiert haben und das Captcha ausfüllen. Bei
Auswahl einer abweichenden Lieferadresse müssen Sie noch Firma,
Straße/Hausnummer, PLZ, Ort und Land angeben. Sie können uns freiwillig
weitere Daten geben wie Abteilung/Werk, Telefax, Handy, Homepage und
UST-ID. Bei einer abweichenden Lieferadresse können Sie noch Vorname,
Nachname, Telefon und UST-ID angeben. Bei Absenderadresse können Sie
zusätzlich noch Firma, Vorname, Nachname, Straße, Hausnummer, PLZ, Ort
und Land angeben.

Rechtsgrundlage für die Verarbeitung aller Daten, die Sie in Ihrem Konto
hinterlegen, ist Art.6 Abs. 1 S. 1 lit. b DSGVO.

Die Löschung Ihres digitalen Kontos
https://www.dierotationsdrucker.de/konto_adresse.htm kann bei uns
beauftragt werden. Sie können dann keine anmeldepflichtigen digitalen
Dienste mehr nutzen. Wenn Sie sich später wieder für ein digitales Konto
registrieren wollen, ist dies jederzeit möglich.

Wie wir unsere Produkte optimieren

Weiterentwicklung der Nutzerfreundlichkeit

Wir verwenden Cookies und Tracking-Tools, um unsere digitalen Angebote
anhand Ihrer Nutzung zu optimieren. Dazu messen wir die Entwicklung der
Reichweite sowie das Nutzen von Inhalten und Funktionen und prüfen mit
A/B-Testings, welche Varianten den Nutzern besser gefällt.

Google Analytics

Wir verwenden Google Analytics (Google Ireland Limited, Gordon House,
Barrow Street, Dublin 4, Irland) zur Messung und Analyse der Nutzung
unseres Onlineangebotes auf der Grundlage einer pseudonymen

https://www.dierotationsdrucker.de/konto_adresse.htm


Nutzeridentifikationsnummer. Diese Identifikationsnummer enthält keine
eindeutigen Daten, wie Namen oder E-Mail-Adressen. Sie dient dazu,
Analyseinformationen einem Endgerät zuzuordnen, um zu erkennen,
welche Inhalte die Nutzer innerhalb eines oder verschiedener
Nutzungsvorgänge aufgerufen haben, welche Suchbegriffe sie verwendet
haben, diese erneut aufgerufen haben oder mit unserem Onlineangebot
interagiert haben. Ebenso werden der Zeitpunkt der Nutzung und deren
Dauer gespeichert, sowie die Quellen der Nutzer, die auf unser
Onlineangebot verweisen und technische Aspekte ihrer Endgeräte und
Browser. Dabei werden pseudonyme Profile von Nutzern mit Informationen
aus der Nutzung verschiedener Geräte erstellt, wobei Cookies eingesetzt
werden können. Google Analytics protokolliert und speichert keine
individuellen IP-Adressen für EU-Nutzer. Analytics stellt jedoch grobe
geografische Standortdaten bereit, indem es die folgenden Metadaten von
IP-Adressen ableitet: Stadt (und der abgeleitete Breiten- und Längengrad der
Stadt), Kontinent, Land, Region, Subkontinent (und ID-basierte
Gegenstücke). Beim EU-Datenverkehr werden die IP-Adressdaten
ausschließlich für diese Ableitung von Geolokalisierungsdaten verwendet,
bevor sie sofort gelöscht werden. Sie werden nicht protokolliert, sind nicht
zugänglich und werden nicht für weitere Verwendungszwecke genutzt.
Wenn Google Analytics Messdaten sammelt, werden alle IP-Abfragen auf
EU-basierten Servern durchgeführt, bevor der Verkehr zur Verarbeitung an
Analytics-Server weitergeleitet wird.

Die Speicherdauer der Daten beträgt 14 Monate (betrifft Daten auf Nutzer-
und Ereignisebene). Aggregierte Daten sind anonymisiert und werden nicht
gelöscht.

Google ist unser Auftragsverarbeiter, mit dem wir die dazu erforderlichen
Vereinbarungen geschlossen haben. Wir haben zudem Maßnahmen
ergriffen, um geeignete und angemessene Garantien zum Schutz der
personenbezogenen Daten beim Drittlanddatentransfer sicherzustellen,
indem wir EU-Standardvertragsklauseln abgeschlossen haben und bei
Bedarf zusätzliche Maßnahmen zum Schutz der Betroffenenrechte beachten.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.



Wenn Sie uns kontaktieren

Kontakt

Wenn Sie mit uns in Kontakt treten, erheben wir nur dann
personenbezogene Daten (z. B. Name, E-Mail-Adresse, Telefonnummer),
wenn Sie uns diese von sich aus mitteilen. Eine Mitteilung dieser Angaben
erfolgt ausdrücklich auf freiwilliger Basis. Der Zweck der Verarbeitung Ihrer
Daten ist die Bearbeitung und Beantwortung Ihres Anliegens. Darin liegt
auch unser berechtigtes Interesse an der Datenverarbeitung nach Art.6
Abs.1 S.1 lit.f) DSGVO.

Bei einer telefonischen Anfrage werden Ihre Daten zudem durch
Telefonanwendungen und zum Teil auch über ein Sprachdialogsystem
verarbeitet, um uns bei der Verteilung und Bearbeitung der Anfragen zu
unterstützen.

Wir werden Ihre Daten, die wir im Rahmen der Kontaktaufnahme erhalten
haben, löschen, sobald Ihr Anliegen vollständig bearbeitet ist und keine
weitere Kommunikation mit Ihnen erforderlich ist oder von Ihnen
gewünscht wird.

Kontaktformulare

Formular - Mustermappe

Sie haben die Möglichkeit durch dieses Formular Druckmuster anzufordern.
Die uns auf diese Weise übermittelten personenbezogenen Daten werden
wir zur Vertragsanbahnung, Vertragserfüllung, Vertragsdurchführung
sowie zur Vertragspflege verwenden gemäß Art. 6 Abs. 1 S. 1 lit. b DSGVO.

Formular - Preisanfrage

Über diese Formular können Sie eine Sonderanfrage an uns zu stellen. Die
uns auf diese Weise übermittelten personenbezogenen Daten werden wir



zur Vertragsanbahnung, Vertragserfüllung, Vertragsdurchführung sowie zur
Vertragspflege verwenden gemäß Art. 6 Abs. 1 S. 1 lit. b DSGVO.

Google reCaptcha

Wir verwenden Google reCaptcha um festzustellen, ob ein Mensch oder ein
Computer eine bestimmte Eingabe beispielsweise beim Login oder in
Kontakt- oder Newsletter-Formularen macht. Google (Google Ireland
Limited, Gordon House, Barrow Street, Dublin 4, Irland) prüft anhand
folgender Daten, ob Sie ein Mensch oder ein Computer sind: IP-Adresse des
verwendeten Endgeräts, die Webseite, die Sie bei uns besuchen und auf der
das Captcha eingebunden ist, das Datum und die Dauer des Besuchs, die
Erkennungsdaten des verwendeten Browser- und Betriebssystem-Typs, den
Google-Account, wenn Sie bei Google eingeloggt sind, sowie
Mausbewegungen auf den reCaptcha-Flächen. Auf Basis dieser Daten
analysiert reCaptcha Ihre getätigten Aktionen auf der Webseite und
bewertet diese mit einer Punktzahl zwischen 0 und 1. Je niedriger dieser
Wert ist, desto wahrscheinlicher schätzt reCaptcha den jeweiligen User als
Bot und damit nicht als Mensch ein.

Rechtsgrundlage für die beschriebene Datenverarbeitung ist Irhe
Einwilligung nach Art.6 Abs.1 S.1 lit. a DSGVO. Wir setzen reCaptcha
ausschließlich deshalb ein, um die Sicherheit unserer Websites zu
gewährleisten, uns vor automatisierten Eingaben (wie beispielsweise Bot-
Angriffen) zu schützen und eine ausschließlich private, nicht kommerzielle
Nutzung durch menschliche Nutzer sicherzustellen.

Eine Widerrufsmöglichkeit finden Sie in unseren Datenschutz-Einstellungen
(erreichbar über den Footer der jeweiligen Website).

Wenn Sie Angebote bestellen

Bestellen von Produkten



Wenn Sie eines unserer Angebote bzw. Produkte bestellen, benötigen wir bei
Vertragsschluss Ihre Adress-, Kontakt- und Kommunikationsdaten sowie
Ihre Bank- und gegebenenfalls Kreditkartendaten.

Die Verarbeitung dieser Daten ist zur Vertragsanbahnung oder
Vertragserfüllung erforderlich (Art. 6 Abs. 1 S. 1 lit. b DSGVO).

Nach Beendigung des Vertrages löschen wir Ihre Daten oder sperren sie,
sofern wir nicht gesetzlich verpflichtet sind, diese Daten aufzubewahren.
Die Löschung erfolgt in der Regel spätestens nach zehn Jahren.

Bezahlung

Um Ihnen verschiedene Zahlungsfunktionen anbieten zu können, nutzen
wir Software von Dienstleistern, die uns bei der Abwicklung des
Bezahlvorgangs unterstützen. Die Software verwaltet dabei auch
Transaktionen und steuert die Zugangskontrolle, Abrechnung sowie den
Checkout-Prozess, den Rechnungsversand und den Zahlungsverkehr. Zudem
wird unsere Nutzer-, Produkt und Preisverwaltung unterstützt. Dabei
verarbeiten wir Ihre angegebenen Personenstammdaten (beispielsweise
Name, Adressdaten), Ihre Kommunikationsdaten (beispielsweise E-Mail),
Bestelldaten, Vertragsabrechnungs- und Zahlungsdaten sowie unsere
Planungs- und Steuerungsdaten.

Rechtsgrundlage hierfür ist die Vertragserfüllung (Art. 6. Abs. 1 S.1 lit. b)
DSGVO) sowie unser berechtigtes Interesse an einer ordnungsgemäßen und
funktionierenden Zahlungsabwicklung (Art. 6. Abs. 1 S.1 lit. f ) DSGVO).

Klarna AB

Auf unserer Webseite bieten wir u.a. die Bezahlung mit den Diensten von
Klarna an. Anbieter ist die Klarna AB, Sveavägen 46, 111 34 Stockholm,
Schweden (im Folgenden “Klarna”). Wenn Sie die Bezahlung via Klarna
auswählen, werden die von Ihnen eingegebenen Zahlungsdaten an Klarna
übermittelt. Die Datenschutzerklärung von Klarna können Sie hier
einsehen. Die Übermittlung Ihrer Daten an Klarna erfolgt auf Grundlage von
Art. 6 Abs. 1 lit. a DSGVO (Einwilligung) und Art. 6 Abs. 1 lit. b DSGVO
(Verarbeitung zur Erfüllung eines Vertrags). Sie haben die Möglichkeit, Ihre
Einwilligung zur Datenverarbeitung jederzeit zu widerrufen. Ein Widerruf
wirkt sich auf die Wirksamkeit von in der Vergangenheit liegenden
Datenverarbeitungsvorgängen nicht aus.

https://www.klarna.com/de/datenschutz/


Concardis GmbH

Auf unserer Webseite bieten wir u.a. die Bezahlung mit den Diensten von
Concardis an. Anbieter ist die Concardis GmbH, Helfmann-Park 7, 65760
Eschborn, Germany (im Folgenden “Concardis”). Wenn Sie die Bezahlung
via Concardis auswählen, werden die von Ihnen eingegebenen
Zahlungsdaten an Concardis übermittelt. Die Datenschutzerklärung von
Concardis können Sie hier einsehen. Die Übermittlung Ihrer Daten an
Concardis erfolgt auf Grundlage von Art. 6 Abs. 1 lit. a DSGVO (Einwilligung)
und Art. 6 Abs. 1 lit. b DSGVO (Verarbeitung zur Erfüllung eines Vertrags).
Sie haben die Möglichkeit, Ihre Einwilligung zur Datenverarbeitung
jederzeit zu widerrufen. Ein Widerruf wirkt sich auf die Wirksamkeit von in
der Vergangenheit liegenden Datenverarbeitungsvorgängen nicht aus.

Zahlungsabwicklung PayPal

Auf Ihren Wunsch hin können Sie für die Bezahlung die Dienste von PayPal
(PayPal (Europe) S.à r.l. et Cie, S.C.A., 22-24 Boulevard Royal, L-2449
Luxembourg) nutzen. Dazu geben wir Ihre Zahlungsdaten (Gesamtbetrag
der Bestellung, Referenz auf dem PayPal-Account) auf Basis von Art. 6 Abs. 1
S. 1 lit. b) DSGVO an PayPal weiter. Die Verarbeitung der Daten für die
Bezahlung mit PayPal ist im Rahmen der Vertragsdurchführung
erforderlich.

PayPal erfasst Informationen über die Transaktion sowie andere mit der
Transaktion verbundene Informationen, wie z.B. den gesendeten oder
angeforderten Betrag, den für Produkte oder Dienstleistungen gezahlten
Betrag, Informationen über den Händler, einschließlich Informationen über
die zur Durchführung der Transaktion verwendeten Zahlungsmittel,
Geräteinformationen, technische Nutzungsdaten und Standortdaten. Im
Falle einer PayPal-Zahlung sehen wir Ihre Daten ggf. in unserem PayPal-
Konto.

Beim PayPal Express Checkout müssen Sie Bestellinformationen sowie
Kreditkarten- oder Adressdaten nicht erneut eingeben, da diese direkt von
PayPal übergeben werden.

PayPal behält sich vor, unter Umständen eine Identitäts- und
Bonitätsprüfung über Wirtschaftsauskunfteien durchzuführen. Weitere
Informationen zum Datenschutz von PayPal finden Sie hier.

https://www.concardis.com/datenschutzerklaerung
https://www.paypal.com/de/webapps/mpp/ua/privacy-full?locale.x=de_DE


Bonitätsprüfung

Profiling, also die automatisierte Datenverarbeitung mit dem Ziel,
bestimmte persönliche Aspekte zu bewerten, findet nur zur Bonitätsprüfung
im Zuge von Digital-Abo-Bestellungen in Verbindung mit einem Endgerät
statt.

Vor Geschäften mit einem wirtschaftlichen Risiko möchten wir möglichst
gut einschätzen können, ob den eingegangenen Zahlungsverpflichtungen
nachgekommen werden kann. Dies stellt unser berechtigtes Interesse an der
Verarbeitung Ihrer Daten dar, sodass Rechtsgrundlage Art. 6 Abs. 1 S. 1 lit. f )
DSGVO ist.

Durch die Auskunft und mittels sogenannter Wahrscheinlichkeitswerte
unterstützt die CRIF GmbH uns bei der Entscheidungsfindung und hilft
dabei, alltägliche (Waren-) Kreditgeschäfte rasch abwickeln zu können.

Hierbei wird anhand von gesammelten Informationen und Erfahrungen aus
der Vergangenheit eine Prognose über zukünftige Ereignisse erstellt. Die
Berechnung der Wahrscheinlichkeitswerte erfolgt bei der CRIF GmbH
primär auf Basis der zu einer betroffenen Person bei der CRIF GmbH
gespeicherten Informationen, die auch in der Auskunft gemäß Art. 15
DSGVO ausgewiesen werden. Zudem finden Anschriftendaten Verwendung.
Anhand der zu einer Person gespeicherten Einträge und der sonstigen Daten
erfolgt eine Zuordnung zu statistischen Personengruppen, die in der
Vergangenheit ein ähnliches Zahlungsverhalten aufwiesen. Das verwendete
Verfahren wird als „logistische Regression“ bezeichnet und ist eine
fundierte, seit langem praxiserprobte, mathematisch-statistische Methode
zur Prognose von Risikowahrscheinlichkeiten.

Folgende Daten werden bei der CRIF GmbH zur Scoreberechnung
verwendet, wobei nicht jede Datenart auch in jede einzelne
Scoreberechnung mit einfließt: Geburtsdatum, Geschlecht, Warenkorbwert,
Anschriftendaten und Wohndauer, bisherige Zahlungsstörungen, öffentliche
Negativmerkmale wie Nichtabgabe der Vermögensauskunft,
Gläubigerbefriedigung ausgeschlossen, Gläubigerbefriedigung nicht
nachgewiesen, Inkassoverfahren- und Inkassoüberwachungsverfahren. Die
CRIF GmbH selbst trifft keine Entscheidungen, sie uns lediglich mit ihren
Informationen bei der Entscheidungsfindung. Die Risikoeinschätzung und
Beurteilung der Kreditwürdigkeit erfolgt allein durch uns, da nur wir über
zahlreiche zusätzliche Informationen verfügen.



Sie können jederzeit Auskunft über die Sie betreffenden und bei CRIF
gespeicherten personenbezogenen Daten verlangen: CRIF GmbH, Victor-
Gollancz-Str. 5, 76137 Karlsruhe sowie hier weitere Informationen zum
Datenschutz erhalten.

Wenn wir für unsere Produkte werben

Direktwerbung

Wir verwenden Ihre Kontaktdaten über die vertragsbezogene Nutzung
hinaus auch zur Werbung. Dies geschieht nur, wenn Sie ausdrücklich
eingewilligt haben (Art. 6 Abs. 1 lit. a) DSGVO) oder aufgrund unseres
berechtigten Interesses an einer persönlichen Kundenansprache oder an
Direktwerbung (Art. 6 Abs. 1 lit. f ) DSGVO) beispielsweise für Informationen
über gleiche und ähnliche Produkte unseres Unternehmens (§ 7 Abs. 3
UWG).

Falls Sie keine Werbung mehr wollen, können Sie jederzeit Ihre
Einwilligung widerrufen oder der Werbung widersprechen, ohne dass
hierfür andere als die Übermittlungskosten nach den Basistarifen
entstehen.

Die von uns verarbeiteten Daten werden gelöscht, sobald sie für ihre
Zweckbestimmung nicht mehr erforderlich sind, Sie der Werbung
widersprochen haben und der Löschung keine gesetzlichen
Aufbewahrungspflichten entgegenstehen.

per Mail an datenschutz@dierotationsdrucker.de
schriftlich an MHS Print, Plieninger Straße 150, 70567 Stuttgart (bitte
Mailadresse und den Namen der Registrierung angeben)
durch einen Klick auf den Abmelde-Link am Ende der Mail

Marketing für eigene Produkte

https://www.crif.de/datenschutz/
mailto:datenschutz@dierotationsdrucker.de


Um Ihnen Werbung für unsere eigenen Produkte zeigen zu können, nutzen
wir Dienste von Werbepartnern oder kooperieren mit Werbepartnern und
Werbenetzwerken (Remarketing). Diese setzen Cookies, Pixel oder ähnliche
technischen Mittel ein, um Werbeanzeigen anzeigen und auswerten zu
können.

Werbeanzeigen können dabei auf den jeweiligen Nutzer angepasst sein,
indem beispielsweise Informationen des Browsers zur Nutzung (wie etwa
besuchte Seiten, Besuchszeiten, Verweildauer) herangezogen werden. Aber
auch nutzerbezogene Werbeeinblendungen sind möglich. Darüber hinaus
können Auswertungen zur Reichweite oder zu Abrechnungszwecken in
pseudonymisierter Form vorgenommen werden. Die Einzelheiten zu den
eingesetzten Diensten, Kooperationspartnern und einzelnen
Widerspruchsmöglichkeiten haben wir nachstehend für Sie dargestellt.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.

Eine Übersicht aller von uns eingesetzten Tools und Cookies sowie eine
Widerrufsmöglichkeit erhalten Sie, wenn Sie auf Datenschutz-Einstellungen
klicken.

Google Ads Werbung und Remarketing

Um auf unsere Angebote aufmerksam zu machen, schalten wir Anzeigen im
Suchnetzwerk von Google und Werbebanner im Google Displaynetzwerk
(Banner auf Webseiten von Dritten) und nutzen die Conversion-Messung
und das Remarketing von Google Ads bzw. Analytics. Wir können dabei
Anzeigen mit Suchbegriffen kombinieren oder mit individuellen Anzeigen
Werbung für Produkte und Dienstleistungen machen, die Sie sich auf
unserer Seite angesehen haben. Mit Ads-Remarketing-Listen können wir
Such- und Displaykampagnen optimieren, wenn Sie unsere Seite schon
einmal besucht haben. Mit der Conversion-Messung sehen wir den Erfolg
von interessenbezogener Werbung im Suchnetzwerk von Google und
Werbebanner im Google Displaynetzwerk (Banner auf Webseiten von
Dritten) aufgrund der Analyse des Nutzerverhaltens zur gezielteren
Werbeansprache.

Für diese interessensbezogene Werbung analysiert Google Ihr
Nutzerverhalten mit Cookies, die beim Klick auf Anzeigen oder dem Besuch
unserer Webseiten gesetzt werden. Wir und Google bekommen dann



Informationen darüber, dass Sie auf eine Anzeige geklickt haben und zu uns
weitergeleitet wurden. Anhand dieser Auswertungen können wir erkennen,
welche der eingesetzten Werbemaßnahmen besonders effektiv sind und
können diese hierdurch optimieren.

Die Statistiken, die uns Google bereitstellt, beinhalten die Zahl der Nutzer,
die auf eine unserer Anzeigen geklickt haben, und zeigen, auf welche
unserer Webseiten Sie weitergeleitet wurden. Außerdem können wir Sie
gezielter ansprechen, wenn Sie schon auf unserer Webseite waren. Auch
können wir nachvollziehen, bei welchen Suchbegriffen besonders oft auf
Anzeigen geklickt wurde und welche Anzeigen etwa zum Kauf eines Abos
führen.

Aufgrund der eingesetzten Marketing-Tools baut Ihr Browser automatisch
eine direkte Verbindung mit dem Server von Google auf. Wir haben keinen
Einfluss auf den Umfang und die weitere Verwendung der Daten, die durch
den Einsatz dieses Tools durch Google erhoben werden und informieren Sie
daher entsprechend unserem Kenntnisstand: Durch die Einbindung von Ads
Advertising erhält Google die Information, dass Sie den entsprechenden Teil
unseres Internetauftritts aufgerufen oder eine Anzeige von uns angeklickt
haben. Sofern Sie bei einem Dienst von Google registriert sind, kann Google
den Besuch Ihrem Account zuordnen. Selbst wenn Sie nicht bei Google
registriert sind bzw. sich nicht eingeloggt haben, besteht die Möglichkeit,
dass der Anbieter Ihre IP-Adresse in Erfahrung bringt und speichert.

Mehr Informationen dazu finden Sie auch in den Hinweisen zu Website-
Statistiken und in den Datenschutzbestimmungen von Google.

Sie können diese Technik unterbinden, indem Sie den Einsatz von Cookies
über die Einstellungen Ihres Browsers unterbinden, in den Anzeigen-
Einstellungen von Google einzelne Typen von Anzeigen abwählen,
interessensbezogene Anzeigen auf Google deaktivieren oder Cookies von
Werbeanbietern mit Hilfe der jeweiligen Deaktivierungshilfe der Netzwerk-
Werbeinitiative deaktivieren. Wir und Google bekommen dann nur noch die
statistische Information, wie viele Nutzer wann eine Seite besucht haben.
Dies ist nur durch entsprechende Browser-Erweiterungen zu unterbinden.

Messung der Conversion

https://policies.google.com/technologies/ads?hl=de


Um zu erfahren, ob und wie wirksam unsere Werbung für eigene Produkte
ist, setzen wir Konversionsmessung ein, indem wir ein Conversion-
Tracking-Tag oder Code-Snippet in unsere digitalen Produkte einbinden.
Wenn Sie unsere Anzeigen ansehen, wird auf Ihrem Computer oder
Mobilgerät ein temporäres Cookie gespeichert. Sobald Sie eine Aktion
abschließen, erkennt unser System das Cookie und wir erfassen eine
Conversion.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.

Microsoft Advertising Conversion

Wir nutzen die Technologie „Microsoft Advertising Conversion“ und dabei
speziell das Conversion-Tracking. Microsoft Advertising Conversion
Tracking ist ein Analysedienst der Microsoft Corporation, One Microsoft
Way, Redmond, WA 98052-6399, USA. Klicken Sie auf eine von Microsoft
geschaltete Anzeige, wird auf Ihrem PC ein Cookie für das Conversion-
Tracking abgelegt. Besuchen Sie bestimmte Seiten unserer Website, wenn
das Cookie noch nicht abgelaufen ist, können Microsoft und auch wir
erkennen, dass Sie auf eine bestimmte Anzeige geklickt haben und zu dieser
Seite weitergeleitet wurden.

Die mit Hilfe des Conversion-Cookies eingeholten Daten dienen dazu,
Conversion-Statistiken für Microsoft Advertising Conversion-Kunden zu
erstellen, die das Conversion-Tracking nutzen. Wir erfahren dabei die
Anzahl der Nutzer, die auf eine Anzeige geklickt haben und daraufhin zu
einer mit einem Conversion-Tracking-Tag versehenen Seite weitergeleitet
wurden. Dabei erhalten wir keine Informationen, mit denen sich die Nutzer
persönlich identifizieren lassen.

Die Datenschutzbedingungen von Microsoft zum Umgang mit erhobenen
Daten könne Sie unter diesem Link aufrufen. Microsoft Advertising
Conversion können Sie jederzeit hier deaktivieren.

Rechtsgrundlage für die Datenverarbeitung ist Ihre Einwilligung gemäß Art.
6 Abs. 1 lit. a) DSGVO.

Newsletter

https://privacy.microsoft.com/de-de/privacystatement/
http://choice.microsoft.com/de-DE/opt-out


Sie erhalten von uns Newsletter, wenn Sie diese explizit unter Angabe Ihres
Namens und Ihrer E-Mail-Adresse bestellen. Die angegebene E-Mail-Adresse
wird mit Hilfe einer Bestätigungsmail an diese überprüft („Double-Opt-In-
Verfahren“). Diese personenbezogenen Daten verarbeiten wir mit Ihrer
Einwilligung nach Art. 6 Abs. 1 lit. a) DSGVO.

Wenn Sie eingewilligt haben, werten wir Ihre Klicks in Newslettern mit
Hilfe sogenannter Tracking-Pixel, also unsichtbarer Bilddateien aus. Diese
sind Ihrer Mail-Adresse zugeordnet und werden mit einer eigenen ID
verknüpft, um Klicks im Newsletter eindeutig Ihnen zuzuordnen. Das
Nutzungsprofil soll dazu dienen, das Newsletter-Angebot auf Ihre Interessen
zuschneiden zu können. Wir erfassen, wann Sie Newsletter lesen und
welche Links Sie anklicken, und folgern daraus ein Interessenprofil.

Sie können sich von jedem Newsletter jederzeit abmelden und Ihre
Einwilligung in den Versand und die Auswertung widerrufen — Sie erhalten
dann allerdings keinen Newsletter mehr. Zu diesem Zweck findet sich in
jedem Newsletter ein entsprechender Link.

Die Löschung Ihrer Daten erfolgt nach Abbestellung des Newsletters zum
Ende des Jahres, in dem Sie sich vom Newsletter abgemeldet haben.

Newsletter - Datenverarbeitung im Detail

Daten
Zweck der
Verarbeitung

Rechtsgrundlag
e der
Verarbeitung

Speicherdauer

E-Mail-Adresse
Versand des
Newsletters

Einwilligung bis Widerruf

IP-Adresse bei
Opt-in

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Zeitpunkt der
DOI-
Verifizierung

Nachweis des
Double-Opt-In

Einwilligung bis Widerruf

Anrede*
Direkte
Ansprache

Einwilligung bis Widerruf

Vorname*
Direkte
Ansprache

Einwilligung bis Widerruf



Daten
Zweck der
Verarbeitung

Rechtsgrundlag
e der
Verarbeitung

Speicherdauer

Nachname*
Direkte
Ansprache

Einwilligung bis Widerruf

Nutzungsdaten

Weiterentwickl
ung und
Verbesserung
des Dienstes

Einwilligung bis Widerruf

Endgeräte
Korrekte
Ausspielung des
Newsletters

Einwilligung bis Widerruf

*freiwillige Angaben

Unternehmensauftritte in den Sozialen Medien

Wir unterhalten Auftritte in den „Sozialen Medien“. Soweit wir die Kontrolle
über die Verarbeitung Ihrer Daten haben, stellen wir sicher, dass die
geltenden Datenschutzbestimmungen eingehalten werden. Nachfolgend
finden Sie in Bezug auf unsere Unternehmensauftritte die wichtigsten
Informationen zum Datenschutzrecht.

Verantwortlich für die Unternehmensauftritte im Sinne der EU-
Datenschutz-Grundverordnung (DSGVO) sowie sonstiger
datenschutzrechtlicher Bestimmungen sind neben uns:

Meta Platforms (Meta Platforms Ireland Limited, 4 Grand Canal
Square, Grand Canal Harbour, Dublin 2, Irland); weitere Informationen
zum Datenschutz finden Sie hier.

Instagram (Meta Platforms Ireland Limited, 4 Grand Canal Square,
Grand Canal Harbour, Dublin 2, Irland); weitere Informationen zum
Datenschutz finden Sie hier.

X (Twitter International Unlimited Company, One Cumberland Place,
Fenian Street, Dublin 2, D02 AX07, Ireland); weitere Informationen
zum Datenschutz finden Sie hier.

https://de-de.facebook.com/privacy/policy/?entry_point=data_policy_redirect&entry=0
https://privacycenter.instagram.com/policy/?entry_point=ig_help_center_data_policy_redirect
https://twitter.com/de/privacy


Wir verarbeiten die Daten zu statistischen Zwecken, um die Inhalte
weiterzuentwickeln und optimieren zu können und unser Angebot
attraktiver zu gestalten. Unter diese Daten fallen die Gesamtzahl der
Seitenaufrufe, Seitenaktivitäten sowie durch die Besucher bereitgestellte
Daten und Interaktionen. Diese werden seitens der Sozialen Netzwerke
aufbereitet und zur Verfügung gestellt. Auf die Erzeugung und Darstellung
haben wir keinen Einfluss.

Zudem werden Ihre personenbezogenen Daten zu Marktforschungs- und
Werbezwecken verarbeitet. So ist es möglich, dass beispielsweise aufgrund
Ihres Nutzungsverhaltens und der sich daraus ergebenden Interessen
Nutzungsprofile erstellt werden. Dadurch können unter anderem
Werbeanzeigen innerhalb und außerhalb der Plattformen geschaltet
werden, die mutmaßlich Ihren Interessen entsprechen. Hierfür werden im
Regelfall Cookies auf Ihrem Rechner gespeichert. Unabhängig davon
können in Ihren Nutzungsprofilen auch Daten, die nicht direkt bei Ihren
Endgeräten erhoben werden, gespeichert werden. Die Speicherung und
Analyse erfolgt auch geräteübergreifend, dies gilt insbesondere, aber nicht
ausschließlich, wenn Sie als Mitglied registriert und bei den jeweiligen
Plattformen eingeloggt sind.
Darüber hinaus erheben und verarbeiten wir keine personenbezogenen
Daten.

Die Verarbeitung Ihrer personenbezogenen Daten durch uns erfolgt auf
Grundlage Ihrer Einwilligung gem. Art. 6 Abs. 1 S. 1 lit. a) DSGVO.

Da wir keinen vollständigen Zugriff auf Ihre personenbezogenen Daten
haben, sollten Sie sich bei der Geltendmachung Ihrer Betroffenenrechte
direkt an die Anbieter der Sozialen Medien wenden, denn diese haben
jeweils Zugriff auf die personenbezogenen Daten ihrer Nutzer und können
entsprechende Maßnahmen ergreifen und Auskünfte geben.

Sollten Sie dennoch Hilfe benötigen, versuchen wir Sie natürlich zu
unterstützen. Unsere Kontaktdaten finden Sie hier.

Für eine detaillierte Darstellung der jeweiligen Verarbeitungen und der
Widerrufsmöglichkeiten verweisen wir auf die nachfolgend verlinkten
Angaben.

Meta Platforms Optout

X Optout

https://www.facebook.com/settings?tab=ads
https://twitter.com/settings/personalization


Trusted Shops

Trusted Shops Trustbadge

Zur Anzeige unseres Trusted Shops Gütesiegels und der gegebenenfalls
gesammelten Bewertungen sowie zum Angebot der Trusted Shops Produkte
für Käufer nach einer Bestellung ist auf dieser Webseite das Trusted Shops
Trustbadge eingebunden.
Das Trustbadge und die damit beworbenen Dienste sind ein Angebot der
Trusted Shops GmbH, Subbelrather Str. 15C, 50823 Köln. Das Trustbadge
wird im Rahmen einer Auftragsverarbeitung durch einen CDN-Anbieter
(Content-Delivery-Network) zur Verfügung gestellt. Die Trusted Shops
GmbH setzt auch Dienstleister aus den USA ein. Ein angemessenes
Datenschutzniveau ist sichergestellt. Weitere Informationen zum
Datenschutz der Trusted Shops GmbH finden Sie dort.

Bei dem Aufruf des Trustbadge speichert der Webserver automatisch ein
sogenanntes Server-Logfile, das auch Ihre IP-Adresse, Datum und Uhrzeit
des Abrufs, übertragene Datenmenge und den anfragenden Provider
(Zugriffsdaten) enthält und den Abruf dokumentiert. Einzelne Zugriffsdaten
werden für die Analyse von Sicherheitsauffälligkeiten in einer
Sicherheitsdatenbank gespeichert. Die Logfiles werden spätestens 90 Tage
nach Erstellung automatisch gelöscht.

Weitere personenbezogene Daten werden an die Trusted Shops GmbH
übertragen, wenn Sie sich nach Abschluss einer Bestellung für die Nutzung
von Trusted Shops Produkten entscheiden oder sich bereits für die Nutzung
registriert haben. Es gilt die zwischen Ihnen und Trusted Shops getroffene
vertragliche Vereinbarung. Hierfür erfolgt eine automatische Erhebung
personenbezogener Daten aus den Bestelldaten. Ob Sie als Käufer bereits für
eine Produktnutzung registriert ist, wird anhand eines neutralen
Parameters, der per kryptologischer Einwegfunktion gehashten E-Mail-
Adresse, automatisiert überprüft. Die E-Mail Adresse wird vor der
Übermittlung in diesen für Trusted Shops nicht zu entschlüsselnden Hash-

https://www.trustedshops.de/impressum/#datenschutz


Wert umgerechnet. Nach Überprüfung auf einen Match, wird der Parameter
automatisch gelöscht.

Dies ist für die Erfüllung unserer und Trusted Shops‘ überwiegender
berechtigter Interessen an der Erbringung des jeweils an die konkrete
Bestellung gekoppelten Käuferschutzes und der transaktionellen
Bewertungsleistungen gem. Art. 6 Abs. 1 S. 1 lit. f DSGVO erforderlich.
Weitere Details, auch zum Widerspruch, sind der oben und im Trustbadge
verlinkten Trusted Shops Datenschutzerklärung zu entnehmen.

E-Mails zur Bewertungserinnerung

Sofern Sie uns hierzu während oder nach Ihrer Bestellung Ihre
ausdrückliche Einwilligung gemäß Art. 6 Abs. 1 S. 1 lit. a DSGVO erteilt
haben, übermitteln wir Ihre E-Mail-Adresse an die Trusted Shops GmbH,
Subbelrather Str. 15c, 50823 Köln (www.trustedshops.de), damit diese Ihnen
eine Bewertungserinnerung per E-Mail zusendet.
Diese Einwilligung kann jederzeit durch eine Nachricht an die unten
beschriebene Kontaktmöglichkeit oder direkt gegenüber Trusted Shops
widerrufen werden.

Bei einem bestehenden Mitgliedschaftsvertrag erfolgt die Zusendung von
Bewertungsaufforderungen als Gegenleistung für die kostenlose
Mitgliedschaft, und ist somit fester Bestandteil des Mitgliedschaftsvertrages.
Die Datenverarbeitung ist in diesen Fällen für die Erfüllung des Vertrages
erforderlich und stützt sich folglich auf Art. 6 Abs. 1 S. 1 lit. b DSGVO.

Wenn Sie uns kontaktieren

Kontakt

Wenn Sie mit uns in Kontakt treten, erheben wir nur dann
personenbezogene Daten (z. B. Name, E-Mail-Adresse, Telefonnummer),
wenn Sie uns diese von sich aus mitteilen. Eine Mitteilung dieser Angaben

http://www.trustedshops.de/


erfolgt ausdrücklich auf freiwilliger Basis. Der Zweck der Verarbeitung Ihrer
Daten ist die Bearbeitung und Beantwortung Ihres Anliegens. Darin liegt
auch unser berechtigtes Interesse an der Datenverarbeitung nach Art.6
Abs.1 S.1 lit.f) DSGVO.

Bei einer telefonischen Anfrage werden Ihre Daten zudem durch
Telefonanwendungen und zum Teil auch über ein Sprachdialogsystem
verarbeitet, um uns bei der Verteilung und Bearbeitung der Anfragen zu
unterstützen.

Wir werden Ihre Daten, die wir im Rahmen der Kontaktaufnahme erhalten
haben, löschen, sobald Ihr Anliegen vollständig bearbeitet ist und keine
weitere Kommunikation mit Ihnen erforderlich ist oder von Ihnen
gewünscht wird.

Videokonferenzen

1. Microsoft Teams

Wir nutzen das Tool „Microsoft Teams“, um Telefonkonferenzen,
Online-Meetings, Videokonferenzen und/oder Web-Konferenzen
durchzuführen (nachfolgend: „Online-Meetings“). „Microsoft Teams“
ist ein Service der Microsoft Corporation (Microsoft Corporation, One
Microsoft Way, Redmond, WA 98052-6399, USA). Wenn wir Online-
Veranstaltungen aufzeichnen wollen, werden wir Ihnen das vorab
transparent mitteilen und – soweit erforderlich – um eine Zustimmung
bitten. Die Tatsache der Aufzeichnung wird Ihnen zudem in der MS-
Teams-App angezeigt.

Hinweis: Soweit Sie die Internetseite von „Microsoft Teams“ aufrufen,
ist der Anbieter von „Microsoft Teams“ für die Datenverarbeitung
verantwortlich. Ein Aufruf der Internetseite ist für die Nutzung von
„Microsoft Teams“ jedoch nur erforderlich, um sich die Software für
die Nutzung von „Microsoft Teams“ herunterzuladen.

Wenn Sie die „Microsoft Teams“-App nicht nutzen wollen oder können,
können Sie „Microsoft Teams“ auch über Ihren Browser nutzen. Der
Dienst wird dann insoweit auch über die Website von „Microsoft
Teams“ erbracht.



Bei der Nutzung von „Microsoft Teams“ werden verschiedene
Datenarten verarbeitet. Der Umfang der Daten hängt dabei auch davon
ab, welche Angaben zu Daten Sie vor bzw. bei der Teilnahme an einem
„Online-Meeting“ machen.

Folgende personenbezogene Daten sind Gegenstand der Verarbeitung:

Angaben zum Benutzer: z. B. Anzeigename („Display name“), ggf.
E-Mail-Adresse, Profilbild (optional), bevorzugte Sprache
Meeting-Metadaten: z. B. Datum, Uhrzeit, Meeting-ID,
Telefonnummern, Ort
Text-, Audio- und Videodaten: Sie haben ggf. die Möglichkeit, in
einem „Online-Meeting“ die Chatfunktion zu nutzen. Insoweit
werden die von Ihnen gemachten Texteingaben verarbeitet, um
diese im „Online-Meeting“ anzuzeigen. Um die Anzeige von Video
und die Wiedergabe von Audio zu ermöglichen, werden
entsprechend während der Dauer des Meetings die Daten vom
Mikrofon Ihres Endgeräts sowie von einer etwaigen Videokamera
des Endgeräts verarbeitet. Sie können die Kamera oder das
Mikrofon jederzeit selbst über die „Microsoft Teams“-
Applikationen abschalten bzw. stummstellen.

Die Chatinhalte werden bei der Verwendung von Microsoft Teams
protokolliert. Dateien, die Benutzer in Chats freigeben, werden im
OneDrive for Business-Konto des Benutzers gespeichert, der die Datei
freigegeben hat. Die Dateien, die Teammitglieder in einem Kanal
freigeben, werden auf der SharePoint-Website des Teams gespeichert.

Soweit personenbezogene Daten von Beschäftigten verarbeitet werden,
ist § 26 BDSG die Rechtsgrundlage der Datenverarbeitung. Sollten im
Zusammenhang mit der Nutzung von „Microsoft Teams“
personenbezogene Daten nicht für die Begründung, Durchführung
oder Beendigung des Beschäftigungsverhältnisses erforderlich,
gleichwohl aber elementarer Bestandteil bei der Nutzung von
„Microsoft Teams“ sein, so ist Art. 6 Abs. 1 lit. f ) DSGVO die
Rechtsgrundlage für die Datenverarbeitung. Unser Interesse besteht in
diesen Fällen an der effektiven Durchführung von „Online-Meetings“.

Im Übrigen ist die Rechtsgrundlage für die Datenverarbeitung bei der
Durchführung von „Online-Meetings“ Art. 6 Abs. 1 lit. b) DSGVO. Eine
Aufzeichnung von Online-Meetings erfolgt ausschließlich dann, wenn
wir Sie hierüber im Voraus informiert haben und Sie der Aufzeichnung



zugestimmt haben. Die Rechtsgrundlage ist in diesem Fall Art. 6 Abs. 1
lit. a DSGVO.

Personenbezogene Daten, die im Zusammenhang mit der Teilnahme
an „Online-Meetings“ verarbeitet werden, werden grundsätzlich nicht
an Dritte weitergegeben, sofern sie nicht gerade zur Weitergabe
bestimmt sind. Beachten Sie bitte, dass Inhalte aus „Online-Meetings“
wie auch bei persönlichen Besprechungstreffen häufig gerade dazu
dienen, um Informationen mit Kunden, Interessenten oder Dritten zu
kommunizieren und damit zur Weitergabe bestimmt sind.
Weitere Empfänger: Der Anbieter von „Microsoft Teams“ erhält
notwendigerweise Kenntnis von den o.g. Daten, soweit dies im
Rahmen unseres Auftragsverarbeitungsvertrages mit „Microsoft
Teams“ vorgesehen ist.
Eine Datenverarbeitung außerhalb der Europäischen Union (EU)
erfolgt grundsätzlich nicht, da wir unseren Speicherort auf
Rechenzentren in der Europäischen Union beschränkt haben. Wir
können aber nicht ausschließen, dass das Routing von Daten über
Internetserver erfolgt, die sich außerhalb der EU befinden. Dies kann
insbesondere dann der Fall sein, wenn sich Teilnehmende an „Online-
Meeting“ in einem Drittland aufhalten.
Da Microsoft seinen Sitz in den USA hat, haben wir mit Microsoft einen
Auftragsverarbeitungsvertrag geschlossen, der den Anforderungen
von Art. 28 DSGVO entspricht. Ein angemessenes Datenschutzniveau
ist zum einen durch den Abschluss der sog. EU-
Standardvertragsklauseln garantiert. Als ergänzende
Schutzmaßnahmen haben wir ferner unsere Konfiguration so
vorgenommen, dass für die Durchführung von „Online-Meetings“ nur
Rechenzentren in der EU, dem EWR bzw. sicheren Drittstaaten wie z.B.
Kanada oder Japan genutzt werden.

Weitere Informationen finden Sie im Datenschutzhinweis von
Microsoft: https://privacy.microsoft.com/de-de/privacystatement
www.microsoft.com/de-de/trust-center

Die Daten sind während des Transports über das Internet jedoch
verschlüsselt und somit vor einem unbefugten Zugriff durch Dritte
gesichert.

Wir löschen personenbezogene Daten grundsätzlich dann, wenn kein
Erfordernis für eine weitere Speicherung besteht. Ein Erfordernis kann

https://privacy.microsoft.com/de-de/privacystatement
https://s3-eu-central-1.amazonaws.com/site-repo-swmh-prod-prd/datenschutzerklrung/publish/pdf/www.microsoft.com/de-de/trust-center


insbesondere dann bestehen, wenn die Daten noch benötigt werden,
um vertragliche Leistungen zu erfüllen, Gewährleistungs- und ggf.
Garantieansprüche prüfen und gewähren oder abwehren zu können.
Im Falle von gesetzlichen Aufbewahrungspflichten kommt eine
Löschung erst nach Ablauf der jeweiligen Aufbewahrungspflicht in
Betracht.

2. Zoom

Wir nutzen das Tool Zoom (Zoom Video Communications, Inc., 55
Almaden Blvd, Suite 600, San Jose, Kalifornien, USA) um
Telefonkonferenzen, Online-Meetings, Videokonferenzen, Webinare
oder andere Veranstaltungen durchzuführen. Wenn wir Online-
Veranstaltungen aufzeichnen wollen, werden wir Ihnen das vorab
transparent mitteilen und – soweit erforderlich – um eine Zustimmung
bitten. Die Tatsache der Aufzeichnung wird Ihnen zudem in der Zoom-
App angezeigt.Wenn es für die Zwecke der Protokollierung von
Ergebnissen eines Online-Meetings erforderlich ist, werden wir die
Chatinhalte protokollieren. Das wird jedoch in der Regel nicht der Fall
sein.Im Falle von Webinaren können wir für Zwecke der Aufzeichnung
und Nachbereitung von Webinaren auch die gestellten Fragen von
Webinar-Teilnehmenden verarbeiten.Bei der Nutzung von Zoom
werden verschiedene Datenarten verarbeitet. Der Umfang der Daten
hängt dabei auch davon ab, welche Angaben zu Daten Sie vor bzw. bei
der Teilnahme an einer Online-Veranstaltung machen.Folgende
personenbezogene Daten sind Gegenstand der Verarbeitung:

Benutzerangaben: Vorname, Nachname, Telefon (optional), E-
Mail, Passwort (falls SSO nicht verwendet wird), Profilbild
(optional), Abteilung (optional)
Meeting-Metadaten: Thema, Beschreibung (optional),
Teilnehmer-IP-Adressen, Geräte- /Hardware-Informationen
bei Cloudaufzeichnungen (optional): Mp4 von allen Video-, Audio-
und Präsentationen, M4A von allen Audioaufnahmen, Textdatei
von allen in Meeting-Chats, Audio-Protokolldatei
IM-Chat-Protokolle
Telefonie-Nutzungsdaten (optional): Call In-Nummer, Call Out-
Nummer, Ländername, IP-Adresse, 911-Adresse (registrierte
Dienstadresse), Start- und Endzeit, Host-Name, Host-E-Mail, MAC-
Adresse des verwendeten Geräts



Text-, Audio- und Videodaten: Sie haben ggf. die Möglichkeit, in
einem „OnlineMeeting“ die Chat-, Fragen- oder
Umfragefunktionen zu nutzen. Insoweit werden die von Ihnen
gemachten Texteingaben verarbeitet, um diese im „Online-
Meeting“ anzuzeigen und ggf. zu protokollieren. Um die Anzeige
von Video und die Wiedergabe von Audio zu ermöglichen, werden
entsprechend während der Dauer des Meetings die Daten vom
Mikrofon Ihres Endgeräts sowie von einer etwaigen Videokamera
des Endgeräts verarbeitet. Sie können die Kamera oder das
Mikrofon jederzeit selbst über die Zoom-Applikationen
abschalten bzw. stummstellen Standortdaten.

Um an einer Online-Veranstaltung teilzunehmen bzw. den „Meeting-
Raum“ zu betreten, müssen Sie zumindest Angaben zu Ihrem Namen
machen.Die Datenverarbeitung erfolgt nach Art. 6 Abs. 1 S. 1 lit. b
DSGVO. Eine Aufzeichnung von Online-Meetings erfolgt ausschließlich
dann, wenn wir Sie hierüber im Voraus informiert haben und Sie der
Aufzeichnung zugestimmt haben. Die Rechtsgrundlage ist in diesem
Fall Art. 6 Abs. 1 lit. a DSGVO.Ihre personenbezogenen Daten, die im
Zusammenhang mit der Teilnahme an unseren Online-Veranstaltungen
verarbeitet werden, werden grundsätzlich nicht an Dritte
weitergegeben, sofern sie nicht gerade zur Weitergabe bestimmt sind.
Der Dienstleister Zoom erhält notwendigerweise Kenntnis von den o.g.
Daten, soweit dies im Rahmen unseres Auftragsverarbeitungsvertrages
mit ihm vorgesehen ist. Wenn Sie bei Zoom als Benutzer registriert
sind, dann können Berichte über Online-Veranstaltungen (Meeting-
Metadaten, Daten zur Telefoneinwahl, Fragen und Antworten in
Webinaren, Umfragefunktion in Webinaren) bis zu einem Monat bei
Zoom gespeichert werden. Ferner behält sich Zoom vor, Ihre Daten mit
Ihrer Zustimmung an Dritte weiterzugeben.Da Zoom seinen Sitz in den
USA hat, haben wir mit Zoom einen Auftragsverarbeitungsvertrag
geschlossen, der den Anforderungen von Art. 28 DSGVO entspricht. Ein
angemessenes Datenschutzniveau ist zum einen durch den Abschluss
der sog. EU-Standardvertragsklauseln garantiert. Als ergänzende
Schutzmaßnahmen haben wir ferner unsere Zoom-Konfiguration so
vorgenommen, dass für die Durchführung von „Online-Meetings“ nur
Rechenzentren in der EU, dem EWR bzw. sicheren Drittstaaten wie z.B.
Kanada oder Japan genutzt werden. Weitere Informationen finden Sie
im Datenschutzhinweis von Zoom: https://zoom.us/dede/privacy.html.

https://zoom.us/dede/privacy.html


Hinweis für die Einladungs-Mail:„Informationen finden Sie
unter Datenschutz unter dem Punkt Kontakt/Videokonferenzen.“

Verantwortlicher

Verantwortlicher im Sinne der DSGVO ist die

MHS Print GmbH

Plieninger Straße 150
70567 Stuttgart

Datenschutzbeauftragter

atarax Unternehmensgruppe

Luitpold-Maier-Str. 7
D-91074 Herzogenaurach
Telefon: 09132 79800
E-Mail: swmh-datenschutz@atarax.de.

Kontakt für Ihre Datenschutzanfrage

Hier können Sie Ihre Fragen zum Datenschutz stellen.

datenschutz@dierotationsdrucker.de

Ihre Rechte

https://explore.zoom.us/de-de/privacy-and-security.html
mailto:swmh-datenschutz@atarax.de
mailto:datenschutz@dierotationsdrucker.de


Gemäß Art.15 DSGVO haben Sie das Recht, Auskunft über Ihre von uns
verarbeiteten personenbezogenen Daten zu verlangen. In diesem
Rahmen haben Sie nach Maßgabe des Art. 15 Abs. 3-4 DSGVO zudem
das Recht, eine Kopie Ihrer durch uns verarbeiteten
personenbezogenen Daten zu erhalten.
Gemäß Art. 16 DSGVO können Sie unverzüglich die Berichtigung
unrichtiger oder die Vervollständigung Ihrer bei uns gespeicherten
personenbezogenen Daten verlangen.
Gemäß Art. 17 DSGVO können Sie die Löschung Ihrer bei uns
gespeicherten personenbezogenen Daten verlangen.
Gemäß Art. 18 DSGVO können Sie die Einschränkung der
Verarbeitung Ihrer personenbezogenen Daten verlangen.
Gemäß Art. 20 DSGVO können Sie verlangen, Ihre personenbezogenen
Daten, die Sie uns bereitgestellt haben, in einem strukturierten,
gängigen und maschinenlesebaren Format zu erhalten und Sie können
die Übermittlung an einen anderen Verantwortlichen verlangen.
Gemäß Art. 7 Abs. 3 DSGVO können Sie Ihre einmal erteilte
Einwilligung jederzeit gegenüber uns widerrufen. Das bedeutet, dass
die vor dem Widerruf erfolgte Verarbeitung auf Basis der Einwilligung
rechtmäßig erfolgte, und hat zur Folge, dass wir die auf dieser
Einwilligung beruhende Datenverarbeitung für die Zukunft nicht mehr
fortführen dürfen.

Widerspruchsrecht

Bei der Verarbeitung Ihrer personenbezogenen Daten auf Grundlage
berechtigter Interessen gemäß Art. 6 Abs. 1 S. 1 lit. f ) DSGVO oder nach
Art. 6 Abs. 1 S. 1 lit. e) DSGVO haben Sie das Recht, gemäß Art. 21 DSGVO
Widerspruch gegen die Verarbeitung Ihrer personenbezogenen Daten
einzulegen. Wir verarbeiten Ihre personenbezogenen Daten im Falle eines
solchen Widerspruchs nicht mehr, es sei denn, wir können zwingende
schutzwürdige Gründe für die Verarbeitung nachweisen, die die
Interessen, Rechte und Freiheiten der betroffenen Person überwiegen
oder die Verarbeitung dient der Geltendmachung, Ausübung oder
Verteidigung von Rechtsansprüchen.
Im Fall der Direktwerbung besteht für Sie jederzeit ein
Widerspruchsrecht gegen die Verarbeitung der Sie betreffenden
personenbezogenen Daten. Wenn Sie der Verarbeitung zu Zwecken der
Direktwerbung widersprechen, so werden die personenbezogenen Daten
nicht mehr für diese Zwecke verarbeitet.



Beschwerderecht bei der Aufsichtsbehörde

Sie haben das Recht, bei einer Datenschutz-Aufsichtsbehörde Beschwerde
gegen die Verarbeitung Ihrer personenbezogenen Daten einzulegen, wenn
Sie sich in Ihren Rechten gemäß der DSGVO verletzt sehen. In der Regel
können Sie sich hierfür an die Aufsichtsbehörde Ihres üblichen
Aufenthaltsortes, Ihres Arbeitsplatzes oder unseres Unternehmenssitzes
wenden.

Datenschutzrechtliche Hinweise in den AGB

Mit dieser Datenschutzerklärung erfüllen wir die Informationspflichten
gemäß der DSGVO. Auch unsere Allgemeinen Geschäftsbedingungen
enthalten datenschutzrechtliche Hinweise. In diesen ist noch einmal
ausführlich dargestellt, wie insbesondere die Verarbeitung Ihrer
personenbezogenen Daten erfolgt, die wir zur Durchführung der Verträge
und zwecks einer Identitäts- und Bonitätsprüfung benötigen.

Links zu anderen Websites

Wir verlinken auf Webseiten anderer Anbieter oder haben Elemente von
ihnen bei uns eingebunden. Dafür gelten diese Datenschutzhinweise nicht —
wir haben keinen Einfluss auf diese Seiten und können nicht kontrollieren,
dass andere die geltenden Datenschutzbestimmungen einhalten.

Änderungen der Datenschutzhinweise

Wir behalten uns das Recht vor, diese Datenschutzhinweise jederzeit unter
Beachtung der geltenden Datenschutzvorschriften zu ändern bzw.
anzupassen.


